
Directive of FEA MU No. 2/2021 Camera system operation    Annex No. 4 

Employees with the right to access the camera system 
 
 
1) System administrators ensure camera system settings and changes, camera definitions, data 

storage, server administration, and complete system programming. These people have complete 
access to data, including recordings and live footage. 
 

Person UIN Reason for access 

Ing. Bronislav Kolek 25170 
They are responsible for the operation of the 
cameras and must be able to access the video 
output to see if it meets the requirements. 

Bc. Dominik Dvořák 241000 

  

 
 

2) Persons with access to stored recordings with the right to read, copy, transfer, export or delete 
recordings may under no circumstances use the recordings for purposes other than for 
providing the recordings to authorised subjects upon their request. 
 

Person UIN Reason for access 

Aleš Flajšinger 240572 
They are authorised to investigate specific 
incidents in their organisational areas and must 
therefore have access to video recordings. 

 

 

3) Persons with access to live footage from cameras – they do not continuously monitor, must not 
in any way take recordings of image from cameras (with a camera, a camcorder, a mobile 
phone, a print screen or other means). To access a live image via web browser, they must use 
their username and password. 
 

Person UIN Reason for access 

Helena Fendrichová 56802 

monitoring the situation in the parking area, 
movement of people around the building, the 
checking barrier system, checking entrances at 

night 

Pavel Sedláček 36561 

Zdeněk Václavík 115173 

Pavel Matal 243674 

Oldřich Miklík 240344 

Defined group of persons  KVE – experiments 

Plus persons with access to stored recordings 

 


