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Test containing

a) 15 questions with unique answer options (only 1 is correct)

b) 5 questions with more than one correct answers possibilities
(tick-off boxes)

EXAM

c¢) 3 questions with free form answers

Exam dates :
May 27t
D2 - Questions  Value Subtotal Weight
June 10 15 1 15 25%
A318 5 2 10 25%
June 17th 3 3 9 50%

A318

Duration - Up to 120’




How the exam will be evaluated?

<50.9%
51% - 63%
63.1-70%
70.1-80%
80.1-90%
90.1-100%

Don’t forget :







What business users (will) need/expect of IT

* They don't care about any of the
stuff on the slides

» They need better, cheaper, faster
(sometimes different)

*  Why can't my IT organization
work like Uber? Box, Salesforce,
AWS, Apple?

. "Ok, how about this motto: 'If you are unhappy
i3 WA for any reason, we will feel really bad"."

EVERYTHING
Now

LOB — Line of Business




ITSM future perspectives

PROCESS
PERSPECTIVE

ITIL as only ITSM
framework is no

longer sufficient to design a
future

process map

COLLABORATIVE
PERSPECTIVE

ITIL in combination with
DevOps leads

to better results in digital
operating
models

INTEGRATION
PERSPECTIVE

Agile frameworks are
helpful to
facilitate an enterprise
adoption
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2018
predictions

Most Computers Will Be Invisible — to reference the Internet of Things (loT) and
the critical need to control such devices in light of security in particular.

There Will Be More Major Security Breaches — and if security wasn'’t at the top
of corporate IT's agenda it surely is now.

Greater Adoption of DevOps, with More Focus on Culture — and the concepts
of DevOps have definitely continued to make headway into the mainstream at pace.

Increased Use of Al and Automation in ITSM - Al was probably the most talked
about ITSM (and IT) topic in 2018 (although not necessarily the most acted-upon).

More Focus on Value and Customer Experience — it has been great to see the
increased focus on both of these areas in 2018, and | expect there’s a lot more to
come.

More Enterprise Service Management — statistics from HDI show the growth in
the use of ITSM principles, best practices, and technologies outside of IT. | share

some of these below.
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HOT TOPIC#1 -ITIL4

ITIL 4 placing at number one across the 30 topic areas is a surprise and yet
unsurprising. There has been so little information made available about what it will
entail that there’s probably pent-up demand from those people who have spent
potentially their whole careers studying and then working with ITIL best practice. For
many people, and organizations, AXELOS can’t afford to underdeliver with ITIL 4.
Thankfully the wait will soon be over — with the first ITIL update publication launch
happening mid-February. We'll be creating content on what ITIL 4 means for the
ITSM industry, and the people and organizations within it, once the first publication
is released.

HOT TOPIC #2 (JOINT) - AUTOMATION

As | wrote when automation topped last year’s poll:

“Automation is nothing new. IT management and ITSM solutions have been sold for
decades based on the ability to automate previously manual activities for speedier
and better outcomes, plus lower costs.

And now, in addition to traditional IT automation capabilities — such as scripts,
process-workflow automation, and third-party system orchestration — Al, and in
particular machine learning, is capable of extending and enhancing automation
capabilities.”




There’s no doubt of its importance to ITSM and other business functions, with it
playing a vital part in transforming business operations to meet the needs of digital

transformation and the opportunities and challenges this transformation addresses.

HOT TOPIC #2 (JOINT) — PEOPLE

Well isn’t this a pleasant surprise. | think few people would have predicted that
people would be a top-3 topic area for ITSM pros. Paul Wilkinson and his pointy
finger will likely be doing a little jig of joy right now.

Its importance makes so much sense though — there’s little in ITSM that goes right
(or wrong) without the influence of people. And the possible coverage areas are
wide — from the required skills and capabilities for particular ITSM jobs, through
effective leadership and management, to the need for organizational change
management when driving change. And let’s not forget wellbeing!

Hopefully, 2019 will be the year when the ITSM community finally wakes up to
realize the importance of people — and everything that makes them the best they
can possibly be —to the success of IT service delivery and support.

HOT TOPIC #4 — ENTERPRISE SERVICE MANAGEMENT

Again, as with automation, enterprise service management is nothing new. In fact,
much of ITSM.tools’ enterprise service management content was written 2-3 years
ago when its profile was rising rapidly within the ITSM community.

Recent ITSM industry surveys, such as HDI’s 2018 “The State of Enterprise Service
Management” report (registration required), show just how far enterprise service
management has come in terms of adoption and the proof of benefits. Plus, the
connection of enterprise service management to the third element of digital
transformation — back-office transformation — is another driver for interest and
adoption.

HOT TOPIC #5 — DIGITAL TRANSFORMATION

Digital transformation is another top-5 holdover from 2018, albeit with a minor
drop. And the words from my 2018 article still hold true:

“There’s no doubt that a key ITSM challenge for <<this year>> will be delivering
against the business need for “digital transformation” — from generating new
revenues (driven by technology and data), providing better customer engagement
capabilities, and the need to bring corporate back-office operations into the 21st
century.”

And I've still not seen anything that contradicts the point of view that enterprise
service management (and thus ITSM) can be a great platform for digital
transformation — from better designing, delivering, managing, supporting, and
improving IT/business services to helping to improve business back-office
capabilities using ITSM principles, thinking, capabilities, and technologies.
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https://twitter.com/gamingpaul
https://www.thinkhdi.com/Landing/executive-summary-the-state-of-enterprise-service-management
https://www.thinkhdi.com/library/supportworld/2018/enterprise-service-management-good-practice

2019
“predictions”

Al willmove beyond the hypeto help with specific ITSM, and
especially IT support, tasks.

”

Words and phrases such as “value,” “customer/employee
experience,” and “business outcomes” willbe a bigger partofthe
ITSM lexicon (and approaches). The latest HDI enterprise service
management statistics show that 62% or organizations already use their
ITSM tool outside of IT and another 21% plan to do so.

ITIL4 hasoneshotto getitright.

The hesitancyis moreabout whetherthe ITSM communityis
finallyable to embrace the concepts and successes of DevOps
(and, after all, they’re part of the Ops of DevOps). And whether the
App Dev - now DevOps — community wants or needs the ITSM community
to play too.

IT as a Transformation - What companies are doing now is transforming
ITSM to meet their digital transformation efforts, and even looking to
expand the principles and benefits of Service Management into other
business areas — HR, Finance, Legal and more.
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2019
“predictions”
(cont.)

People (including attitude, behavior, and
culture (ABC))

There’s littlein ITSM that goes right (or wrong) without
the influence of people. And the possible coverage areas are
wide - from the required skills and capabilities for particular
ITSM jobs, through effective leadership and management, to
the need for organizational change management when
driving change. And let’s not forget wellbeing!

Hopefully, 2019 will be the year when the ITSM
community finally wakes up to realize the importance of
people — and everything that makes them the best they can
possibly be - to the success of IT service delivery and
support.
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Many enterprise IT organizations have developed in response to 4
key drivers
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Four critical capabilities for today’s successful
service management:

The Service Management should be right-sized for the
organization

Organizational change is critical

Use the right tools to automate ITSM

Don’t treat ITSM as having a beginning and end, but a

rolling roadmap
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However thanks to a rapid evolution of those drivers in IT it
resulted in a brand new set of challenges and drivers.

Disruptive New
Technologies

Responding to new, on-
demand, SaaS and IaaS
offerings, cybersecurity
requirements, leveraging
the InternetofThings as well
as integrating social and
mobile Technologies

Higher business
dependency on IT

Digitisation of business
processes, Big Data and
Business Intelligence
driving predictive analytics
and blurring and distinction
between IT and Business

Focus on Business
Outcomes

Delivery of end-to-end,
outcome based service
driven and enabled by IT
focusing on  creating,
building and maintaining
business value

Speed of Delivery

Delivering
innovative
technology
faster and
ever before

better,
and
EL|
cheaper

more

intuitive
services

than

16




Major change
influencer

Cloud technologies

adoption
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What'’s driving the move to Cloud computing?

 Greater than 70% of businesses are considering or
using private clouds (")

« Business drivers — speed, flexibility and economics
« Businessis adopting cloud 5x faster than IT
operations (@)

« |T challenges — sprawl, control and integration
« 70% of IT resources is captive in maintenance
and operations )

18




@22 Why an IT “Amazon-like” experience WINs

Traditional Service Model

Inflexible and slow

Too many manual processes
Inconsistent User Experience
Wasted OPEX in overhead
Multiple portals

Data disaggregated

Assets not always recovered
Software Licenses underutilized
Low customer satisfactions

IT Perceived as a “NO” organization

OPEX - Operating Expenses

Services Led Model

Consumers self service
Lower OPEX

Increased competitive edge
Enable new revenue streams
Slows “shadow” IT initiatives
Reduce CapEx

Consistent and accurate view of
deployed assets

Automatic recovery of unused or
expired assets

Accurate record of assets for audit

INNOVATION transforms IT to a Business Asset

CapEX- Capital Expenses
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...as-a-Service

refers to something being made available to a customer as a
service, always in the context of cloud computing.
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Software-as a Service (SaaS)
is a model of software deployment whereby an applicationis licensed for use as a
service provided to customerson demand.

Platform as a Service (PaaS)
is the set of well defined APIs that a cloud provider offers developers to implement
applicationsin the cloud provider’s environment. PaasS also refers to the
provisioning of a development and testing environment via cloud for a group of
developers.

Infrastructure as a Service (laaS)
is the delivery of computer infrastructure (CPU, storage, backup and network) as a
service.

Monitoring as a Service (MaaS)

Business Process as a Service (BPaaS)

Analytics as a Service (AaaS)

Backup as a Service (BaaS)

21




ITaaS = IT-as-a-Service

IT as a Service (ITaaS) is a technology-delivery method that
treats |T (information technology) as a commodity, providing an

enterprise with exactly the amount of hardware, software, and

support that it needs for an agreed-on monthly fee. In this
context, IT encompasses all of the technologies for creating,
storing, exchanging, and using business data.

IT as a service (ITaaS) is an operational model where the information technology (IT) service provider delivers an

information technology service to a business. (Wikipedia)
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Four dimensions of ITaaS

Service

* Self-serve catalog of IT services
aligned to business needs

* Value-based choices: tiered offerings
and service levels

* Outcome-based performance
measures focused on business goals

Organizational

* Focus on optimizing IT services
for business consumption
and outcomes

¢ IT responsibility for service
performance and profit

Financial 0 D[I

* Pricing transparency

¢ Payments based on usage

* Levers to influence consumption;
service options and levels

* IT services bill for business units

Technological %

* Open standards-based environment

¢ Highly automated processes

¢ Continuous improvement through
analytics and cognitive technologies

» Software-defined environment
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Service Strateqy in the Cloud

Portfolio management, Demand management,

and Financial management:
Portfolio management describes the cloud candidate
Demand management for workload calculation

Financial management for costs calculation to meet workload
demand

Not done or done inaccurately: inefficient
service delivery, and/or ineffective charging
algorithm

Service strategy is critical for cloud computing

24




Service Design in the Cloud

" Services are designed based on what will best deliver on Service Strategy

Services in the Cloud are:
Delivered remotely
It is critical to be specified and designing accurately
Errors can negatively impact cost and difficult to correct
Focus is typically on service level contracts

SLAs are required:
Service deliverables are understood by all parties
Expectations are set

Suppliers have to be identified and selected

In practice, external cloud supplier may be directed to meet the SLA targets
but IT is accountable for failed or poor SLAs

Availability and capacity to ensure services described in the portfolio and
specified in the SLAs can be delivered by cloud computing suppliers

IT service continuity management and information security management must
be in place before the service goes “live”

If not done or done inaccurately can have serious impact on cloud effectiveness.

25




Service Transition in the Cloud

Service transition encompasses more than just change management

Cloud computing needs to find synergy between existing in-house technologies and
cloud technologies fuse through chang!e management within Service Transition
Governance issues may need to be dealt with concerning who owns change mgt:
Internal IT or the cloud suppliers
who will own and manage changes in the future
Change ownership and relationships are vital to establish before transition into production
status
Release and deployment management is required as Service is rolled out to ensure it
is successful and well managed
Managing in-house and cloud technologies release versions of software and the updating of
remote technologies
Underpinning service transition are service asset and configuration management,
which will detail exactly who owns the responsibility for the devices and software
required to provide the new service, as well as the configuration management system
where those assets reside.

Service transition is the last-chance saloon because errors here can be extremely
difficult and expensive to resolve once in production
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Service Operation in the Cloud

Service Operation requires service monitoring

Ensures the delivery of defined and agreed to service levels specified
in SLAs

Role/ownership of Service Operation processes or
support points must be clearly defined and monitored

Service desks may share primary focus from incident resolution and
rapid responsive to root causes analysis and Problem Management

Use of workarounds could impact long term benefits of cloud
Access management is critical to maintain security and
satisfy any customer trust requirements

External cloud consumers may need access to cloud
data collected by the supplier

27




Continuous Service Improvement in the Cloud

Cloud Computing Requires CSI for Agility, Adaptability
in Responding Quickly and Effectively to Changes in
Business Conditions:

CSF’'s, KPI's and CSI Required to ensure Business/IT alignment, Cost
Effectiveness and Effective Service Provisioning

Service Catalog, Demand Mgt, SLA's/OLA’s, etc.
Improvement Model and 7 Step Improvement Process are Required

Identifying, Qualifying, Quantifying and Reporting on Service Success
Factors is Mandatory for Both the Customer and the Service Provider

Continuous Service Improvement Ensures the Focus
Stays on Services, Business/IT Alignment and
Measurement in a Cloud Remote Paradigm

“If you can't measure it, you cant manage it” is a critical criteria

CSF — Critical Success Factor, KPl — Key Performance Indicator

SLA —Service Level Agreemnt, OLA — Operation Level Agreement

28




In Summary...Cloud Changes Everything!

Development

Business Solutions
* PaasS

- SQ.\S . * Agile/SCRUM & Lean
* Big Data/Analytics * Project Management
* Bring Your Own Device * Architecture

= Mobility » SOA, XML, JSON & HTML

Organizational
Change and
DevOps

Operations Infrastructure
= ITIL * laaS/Virtualization
* Six Sigma * Server

* ISO/IEC 20000 * Storage

« COBIT * Networking
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Architecture Corrmbaration' TS fma sspoiapius eyl
diT p 10 achieve performance inIT for the past 30

insights with analytics and to optimize inventory.

do so, whilst e
managing client environments.

eTOMITI L" Service Continual Service Improvement
Strategy
Key Adja i
T Sarvicn Managoment Dashboards and Reporting < cencles
ey ® IT Operational Analytics "'m."
Sarvice Configuration Management System m": Build,
Service Portfolio, Service Catalog  Assets, CI's, Inc, Prob, Chg Config ~ Metrics, Events, Topology. Config IBM Cloud
Orchestrator (ICO)
Workload IT Operations Performance IBM BigFix
Automation L ERET T Management
Virtual Storage
Automation Probes & Center (VSC)
Configuration
3 Party
Applications @ 2 @ @ IT Resources ] Integrations
. EEEER [ | @ =
Design On Premise Hybrid
o e o
System @ o -
Overview of sppicaton pertormana proBems. (5] e -
. :
effcant and agie T managamant. = -
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IT Management moving to *aaS too

i INFRASTRUCTURE SAAS REVENUE
Online Backup/Recovery O CTUN T

30 Vendors, 18% share of total 2014 I-SaaS
revenue. 2014-2019 CAGR 21%

Cloud Archiving

15 Vendors, 18% share of total 2014 |-SaaS
revenue. 2014-2019 CAGR 20%

IT Management as a Service

ITSM: 18 Vendors, 26% share of total 2014 =Online Backup/Recovery

|1-Saa$ revenue. 2014-2019 CAGR 34%. = Cloud Archiving

SNMM: 75 Vendors, 27% share of total 2014 #ITMaaS: Systems and Network Monitoring & Management
|-SaaS revenue. 2014-2019 CAGR 26%. ®ITMaaS: IT Service Management

RUCPB: 29 Vendors, 10% share of total 2014 ®1TMaa$: Resource Utilization, Capacity Planning & Billing
|-SaaS revenue. 2014-2019 CAGR 24%.
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Cognitive ITSM
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Three key areas that separate cognitive IT service
management from traditional ITSM

1.Continuously learn
2.Anticipate and adjust

3.Recommend action
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Partnering humans with a cognitive ‘brain’ and automation on an integrated platform
enables you to accelerate innovation and deliver unmatched performance by:

Augmenting human intelligence Autonomously managing your IT operations
with cognitive insights to deliver higher service quality through error
to enable practitioners to make reduction and faster incident resolution.

data-driven decisions. Autonomously governing your IT

to continuously optimize IT usage and cost.

Imperatives Operations and situation data

Practitioners Automation
make strategic executes tasks
decisions Watson

and operations

understands, reasons
= Insights and advice and learns from data Directives 4

24
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IBM Services Platform
with Watson

Client Insight Dashboards

ITaaS Environment

Client Workloads

IBM Watson

1
Composable Services U EE N

0O 1nrd=
Traditional IT Private Cloud Public Cloud Optimize

Build an agile ITaaS environment to And ensure your environment is always on, always secure,

meet ever-changing business needs by: always improving by focusing Watson on three main objectives:

Establishing a catalog of composable, compatible services Designing superior IT solutions

to rapidly leverage offerings—from both IBM and ecosystem to more rapidly and effectively deliver on business objectives

partners—that take full advantage of common functionality ManagingIT operations

Seamlessly integrating the right mix of services, at scale to keep the environment healthy and always-on

to deliver on your business outcome requirements Optimizing IT performance

Establishing end-to-end governance to continuously improve business outcomes o

to reduce waste and sprawl across all of your assets




Service Integration
and Management

SIAM
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Services Integration - What do | need ?

Organisation

When providing a basic service, | need: e.g. Employees/Departments
Processes Tools
€.g. Incident Mgmt e.g. Service Management
Problem Mgmt and/or Systems Management Tools

Change Mgmt , etc

When providing services in a Multi-Sourcing/ Hybrid Cloud environment, I'm stuck with:

Provider A

Each Service Provider has his own Service
Triangle... Processes, Tools, Organizations
are not aligned
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Services Integration - What is the key ?

Alignment of Processes: The different Providers align or connect their processes E2E as
defined by the Service Integrator

Service Integrator E2E Incident Management Process

“IT Service Integration and

Management establishes End-to- >

End services based on

independent IT services from S S Sk A0 T-Service
Provider A Provider B Provider C Provider D Provider E

various sources”

Host Provider. “No
performance
problem”

Middleware Server Provider:
Provider: “No “No server

utilization issues” problem”

WAN Provider.
“No WAN

Becky. "Application XYZ LAN Provider.
ding “LAN is OK"

is notr ding

Network is slow!

Becky ‘ﬁ;v< S
End User of IT Service {
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Service Integration and Management (SIAM) is

an approach to managing multiple suppliers of
services and integrating them to provide a single

business-facing IT organization.
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Services Integration - What method should | use ?

SIAM Approach: Consider and define integration standards in six dimensions to create a Multi
Sourcing Ecosystem

Define E2E Processes and Process Interfaces

TOOLS ORGANISATION

Define Service Integrator Toolset/ Integration Layer

ORGANISATION

Define Organizational Structure and Responsibilities

INFORMATION

Define Information Standards like e.g a CDM

Service
v v

NOILYWHOANI

Servicel, , , o gfSenvice

Define a Governance Structure

All 6 Dimensionstogether
representthe Servicelntegration
Capability Model
Define Demand/Supply Structure with the Business \ /

Service Providers either comply to the Ecosystem Standards or interface to them. Cloud Services are represented by the CSB.

The SIAM framework covers the 6 major dimensions of Service Integration and
Management. It sets out different levels of maturity for the service integration
function and the corresponding capabilities required. It provides a structure to
understand capabilities needed and to plan their development, implementation and
continuous improvement.

1. Process: The set of common processes that define the interactions
among the Client Agents in the ecosystem.

In any Multi-Sourcing Ecosystem, the need for clearly defined interfaces is critically
important.

Two key aspects to consider are:

The interfaces between different processes

Process interfaces are the items of information which relate different
processes;

Typically they are defined as inputs, outputs or controls within each
individual process definition document; and

It is also of high value to illustrate such interfaces in an overall
“process context diagram”.

Organizational interfaces:

Organizational interfaces indicate who is responsible for doing what;
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and
Typically they are defined as process-specific roles, each with a list of
associated responsibilities.

2. Tooling: The tools, which support the execution of the operating
model.

The SIAM Tools Domain has three major components:

A SIAM ITSM toolset;

An Integration Layer to enable integration to the ITSM Toolsets of the
different Client Agents; and

A SIAM Reporting Engine and Dashboard.

3. Organization: The structures, enablers and behaviors that are putin

place so that each Client Agent knows its contribution and is properly equipped to
deliver it.

A key enabler for the alignment of the SIAM and the Client Agents is the Operational
Level Agreement, which is described in more detail later.

4. Governance: The definition of the decision-making and control
structure in the ecosystem.

The governance model is based on the agreed principles of vested sourcing:
Customer will retain overall control and gain relationship, technology innovation and
cost advantages through Customer’s and Supplier’s joint organizational and
governance approach.

The proper governance model includes:

A clearly articulated decision framework on how and by whom
decisions will be made and clear responsibility for executing against decisions; and
A shared vision for the type of relationship the parties aspire to have

and how they will manage the relationship.

Next to this governance model which will be implemented between Supplier and
Customer we will also respect the existing outsourcing governance commitments,
which are in place for the external business contracts. We will review these
commitments and optimize where possible, without jeopardizing the existing
relationships.

5. Information: The collection of data with regard to measuring service
quality and process performance that is needed to control and report on the
performance of the ecosystem.

6. Business: Positioning Service Integration as a ‘business within a
business’ aligns business demand with the service catalog and capacity.

This capability defines the way the service delivery is structured. In what way
demand for service is captured and how the scope of service delivery is divided
between Customer’s retained groups, SIAM and the Client Agents.
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The SIAM Framework defines a method and provides reusable assets to design and
operate a Multi Sourcing Ecosystem

SIAM Framework SIAM Ecosystems

ORGANISATION
The ,owner' of the Ecosystem defines

standards in the six dimensions and the
participants of the Ecosystem either
comply to the Ecosystem standards or
interface to them.

NOILYINYOSNI

3
:
:

PROCESS TOOLS

41
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Services Integration and Management - What does it look like when implemented ?

Service
Consumption?

Service
Integration?

Service
Provisioning®

Multi-Tier Service Hierarchy

Service
Delivery

Service Recipient #1

Service Recipient #2

Service Recipient #x

External

Service Integration

Service Provider #1
Ex. Application

Provider X
Service Integration

Service Provider #3
Ex. Network

Service Provider #y
Domain #z

Ex. Traditional
IT Service

Provdier X Offering #1

Provider X Offering #2

Provider X Offering #n
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Service Integration and Management
(- Understanding SIAM Models — Who Can be SI

Single Supplier (Full E2E) Outsourcing Q Client Organization act as an S|

Client Client

Busiess
smile Supplier I I

A A
I I I I Oulsourted Serviceslsuppller; I I
o B WO o B B -
Application Application m Service Application Application (18 Service
Desk Desk
0 Lead Supplier act as an SI * o Outsourcing S| as a separate Supplier
Client Client Outsourced SI

H
— ] ——

& o Outsourced Services/Suppliers
== ' N
4 - 4 -
oo R B O = B OB
3 -~ o el
Application Application " Service Application Application " Service
L Desk L Desk

Note: This has many variants. E.g., ADM+ Sl, IS+SI, SD+SI, ..
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Is ITIL still the “best” available ITSM framework
with the rise of Agile, Dev-Ops etc. adoption?

ITIL and ITSM still are best codifications of the business
processes that underpin IT Operations, and actually describe
many of the capabilities needed in order for to support a work

stream.

ITSM/ITIL shouldn't be pigeonholed as an administrative burden, but rather
used in an agile way. ITIL in particular isn’t perfect and needs a more modern
veneer -- but the core practices are sound and proven.

Let’s be clear: ITIL is important. Around two million people have been trained in it,
and as the closest thing to an industry standard for IT management that currently
exists, it has global reach. Lots of people read the ITIL volumes as guidance to their
IT organizations. Throughout all its versions, ITIL has been framed as a complete
approach to managing the IT function, with the specific exceptions of project
methodology and systems architecture. Plus, it’s worth noting that ITIL also informs
the product directions of vendors selling IT management tools; in fact, they often
market their IT service management tools as “supporting” the ITIL processes.

44




45




Evolutionary stages of ITSM

Fast IT

DevOps ITSM

Pace of the IT
Organization
Agile ITSM
Classic ITSM
Classic IT

low Agile mode high

Stage 3: DevOps Enterprise

froma achtoa

oappr
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The Future - DevOps

DevOps = Development & Operations Legacy Ops Processes “a problem”

We used to say “Integrating ITSM into the SDLC”

The structure of IT process must change
Faster time to value removes the middleman

The approach to RACI for process must change

Continuous release, new platforms in minutes Consistent process must remain (that means ITIL)

ITSM should change — control must devolve & processes must
automate
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Traditional ITSM is based on ITIL principles - future IT processes
will benefit from the quickness and flexibility that DevOps brings

ITIL
7

Consideration of Focus on

Usability 7 Features
E.g. availability, Quick realization of SW
scalability and security functionalities

7
Focus on Process : Focus on Delivery

Definition Automation of testing
~  Detailed description of and deployment
requirements, processes
and roles

Z

The common perceptions of ITIL and DevOps seem to contradict each other on the
first glance rather than illustrate a perfect match: DevOps is agile, quick and
collaborative while ITILs strength lies within the rigid and detailed definition of
processes, services and roles to manage and avoid risks rather than to learn from
them. However, if evaluated carefully, both frameworks complement each other.

ee\While executing DevOps which focuses on the realization of functional
requirements (“features”), ITIL also ensures that requirements like availability,
scalability and security are met by following proven processes and using well
established metrics and KPIs. The almost rigid and in detail described processes in
ITIL even create the basis for automation — you cannot automate what has not been
well described previously.

ee |t is important to note that ITIL grants a degree of flexibility too. The framework
often solely describes what shall be done, but not how (example: KPls). This
flexibility can be leveraged to make ITIL more agile, customer-centric and even
customer-led by applying tools and methods from DevOps.
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DevOps complements ITIL with proven approaches and modern
collaboration tools to enable a more agile ITSM organization

DevOps Tools

Cross Functional KPIs

]

Standardization and Automation

Service
Strategy

Dynamic and Interactive Monitoring

O,

Operational Feedback Loops

]

eXololols

New Idea of Ticketing Systems
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Integrating Agile and ITSM

Service Service
Strategy Design

Service Transition

Service
Operatio
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» Cloud changes everything and you
can’t avoid it so get behind it
* UseITIL/ITSM to offer mentoring on
how to choose and manage services
wisely
« IT doesn’t go away with cloud just its
role changes
« ITSM/ITIL are critical to success with
cloud
* New SIAM architecture is the way to
manage successfully large IT infra
» DevOpsis the angle into conversation
» Agile everywhere as approach not as
must

Summary

- ITSM is still seen by many as purely ITIL-focused or relevant only to internal IT
operations.

- ITSM needs to grow up. In the past this has been too narrowly focussed on internal
IT functions, projects and costs.

- ITIL has been the ‘de facto’ training and development approach for the last 10 to 15
years, yet those involved in delivering it know that ITIL is not enough — success
requires much more than knowledge of a process framework. In reality ITIL currently
offers little in terms of practical guidance around successful ‘implementation’. IT and
ITSM also need to be viewed and appreciated more in a business broker role, more
able to react quickly and be a solution provider rather than a ‘blocker’ - or the guys
who always say ‘no’. Without a significant change in speed of delivery, quality and
perception of service and demonstrable value, many IT internal departments and
external IT companies will become more and more exposed as obsolete and,
ultimately, redundant. The ITSM industry itself also needs a make-over, with fresh
and accessible content, some new and contemporary framing and messaging, in
order to remain attractive and relevant.

- There is a large gap in the body of knowledge around ITSM — ITIL is primarily
focussed on process, whereas successful ITSM requires a much wider portfolio of
skills and capabilities. ITIL does not define organisational change, human interaction
or customer experience, all essential for success. Many organisations have expected
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ITIL to deliver results way beyond its capability or remit, seeing ITIL itself as the
solution and ignoring these other factors. The result has been a lot of failed or
incomplete ‘ITIL projects’ — these have burned cash and resources with few positive
results, leaving the brand names associated with ITIL and ITSM damaged. Without a
central body to manage these issues, each area of the industry has continued
unilaterally to deliver point solutions with limited success and restricted commercial
penetration. ITSM is therefore not a properly codified discipline. In its current form it
will not be sustainable, and the industry needs a new and wider definition, vision
and structure. This should include, for example, a broader definition and portfolio of
skills and capabilities, body of knowledge, and organisational standards, plus clear
career development paths, higher education qualifications and a code of conduct.
ITSM needs to be clearly positioned and presented as a business approach both
within and beyond IT organisations. This is a growth area as many organisations are
now using ITSM processes and tools to deliver wider collaboration and work
management functions. C-level value propositions must be universally promoted
around ITSM as an enabler, broker, orchestrator, rather than administrator. All
stakeholders need to engage and play their part in the delivery of Service
Management - it’s a team game. We need to move away from thinking that ITSM is
‘just what the Service Desk do.’ In other words, in order to survive, the IT and ITSM
industry has to move to the next level of maturity - we collectively need to grow up.
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